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STATS

A North American college campus survey found that
93% of boys and 67% of girls have viewed
pornography before the age of 18.(1)

Another survey found 97% of boys had viewed
pornography, and of those, 23% said they tried to
stop watching it but could not.(2)

The average age of first exposure to porn is about 9
to 11 years old.(3)

90% of 8 to 16 year old's who have viewed online
porn have done so while doing homework.(4)

Only 12% of parents knew their teens were accessing
pornography.(5)

1 in 10 visitors of porn sites are under 10 years old.
(6) Sites most visited by children under 10 include
xvideos, xnxx, and pornhub. Pornhub alone received
33.8 billion visits in 2018.(7)

8 out of 10 eighteen year

 

 

 

 

 

 

   old's think it is too
   easy for young people
   to accidentally see pornography 
   online.(8)

Children & Internet Pornography

https://fightthenewdrug.org/data-says-one-in-10-visitors-to-porn-sites-
are-under-10-years-old/



The purpose of the bill is to create an effective and
constitutional solution to a child’s instant access to
Internet pornography by requiring Internet service
providers to include a minimum standard of online

parental controls along with Internet service to
residents of Tennessee.

Background
 
Pornography is an epidemic in society. Since the advent of
the mobile smartphone, pornography has become
increasingly more accessible and accessed by children,
and mobile phones currently serve as the primary viewing
device for Internet pornography within the U.S.(9)
Pornographic material can serve as a child’s sex
education, shape their sexual template, contribute to the
hyper-sexualization of teens, and be potentially
biologically addictive, among other things.(10)  In 2017,
the Tennesssee legislature passed Senate Joint Resolution
35 recognizing the health harms of pornography and
declaring pornography as creating a ‘public health crisis’.
The "Safer Internet for Minors Act" will be Tennessee's
first legislative solution to remedy this crisis since it's
passage.(11) A total of 13 states have passed similar
resolutions since 2016.(12)
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About the Parental Controls
 
The “Safer Internet for Minors Act” requires that Internet
providers provide, along with Internet service to
residential customers, parental control features such as:
website categories that can be turned on and off, the
ability to turn on and off certain websites, the creation of
‘pornography’ as a website category, and the website
category of pornography turned off by default for 
customers. The result of the provisions will be an online
control panel (or dashboard) that an adult subscriber can
use to access these parental control features. 
 
Because of the provisions, parents will have the instant
ability to turn on and off particular websites and website
categories they deem unsuitable for their children, and
can have the confidence that children will be protected
from the free and ubiquitous access to pornography that
so many have today. Current parental controls offered
by Internet providers to residents of Tennessee are
largely inconsistent in assisting parents with the
complexities of Internet safety.(13) The provisions of the
bill may be considered a ‘minimum standard’ of what
should already be provided with Internet service.
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Reasonable Provisions for ISP’s
 
ISP’s can implement the provisions of the bill quickly and at
minimal costs. The most common and expected method of
implementing technology of this kind is by Domain Name
System or DNS filtering. For example, in implementing the
provisions of the 2017 Digital Economy Act, the United
Kingdom chose DNS filtering as the only compliance
method for Internet providers to use to block pornographic
websites unwilling to comply to age-verification standards.
(14)  This method is commonly implemented both
proprietarily and by third-parties all over the world,(15) and
the technology is ‘cloud-based’ so does not require the
assembly of hardware to implement. Therefore, costs can
be manageable.(16) 
 
We engaged many DNS filtering companies for the
purposes of education on technology and costs for
Internet providers to implement. One company, Clean
Browsing, used by popular parental control company
Covenant Eyes to implement their industry-leading
parental control programs(17), provided a shockingly low
cost estimate of one cent, per month, per subscriber, to
implement the provisions our state law draft for Internet
providers. Others provided similar costs to implement the
provisions of this bill.(18)
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Major Internet providers in the U.K. provide online parental
controls, similar to this bill, to customers for no extra cost.
(19) In 2015, following the U.K. Prime Minister David
Cameron’s pervasive stance against pornography, the six
major ISP’s in the country worked with the government to
create a “minimum standard” of filtering to incorporate into
their service. As a result, these companies created an
online dashboard similar to the provisions of this law. The
BBC quoted Sky (one of the six) saying, “We think that
default filtering is the best way for the industry to meet the
government’s commitment to reduce children’s exposure
to inappropriate content,” and that they received “no
backlash” from customers and “70% of Sky’s users left the
default filters in place.”(20)

Constitutionality
 
The provision of this bill are constitutional and do not
violate the first amendment to the Constitution, nor
discriminates against interstate commerce. First, obscenity,
synonymous with hard core pornography, is not
constitutionally protected speech in the U.S. (Miller v.
California, 413 U.S. 15).(21) Therefore, the dissemination of
obscene material is open for legislative mandates such as,
for example, U.S. federal obscenity laws (18 U.S. Code
Chapter 71).   
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Inadvertent blocking of constitutional material or ‘over-
blocking’ is also not a concern according to filtering industry
experts.(22) Supreme Court case U.S. v. ALA, (2003) that
validated the Children’s Internet Protection Act, layed first
amedment concerns and ‘over-blocking’ to rest by declaring
that ‘default filtering’ of pornography was constitutional for
the "ease with which patrons may have the filtering software
disabled."
 
The provisions of this bill also do not discriminate against
the flow of commerce from state to state. Because of the
nature of technology today, as mentioned earlier, one state
can mandate Internet service providers to include certain
parental control features different from another state
without burdening the flow of business.(23) The technology
is implemented per customer, so can be confined to
residents within any given state. Therefore, the bill does
not discriminate against interstate commerce, and thereby
does not violate the dormant commerce clause.
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BE IT ENACTED BY THE GENERAL ASSEMBLY OF THE STATE OF TENNESSEE: 
 
SECTION 1.  Tennessee Code Annotated, Title 47, Chapter 18, is amended by
adding the following new part: 
 
47-18-3101. 
This part shall be known and may be cited as the "Safer Internet for Minors
Act." 
 
47-18-3102. 
 As used in this part: 
 (1)  "Device" means equipment that allows a consumer in this state to 
access the internet and view or download content from the internet; 
 (2)  "Internet service provider" means a business that provides internet 
access service to a consumer in this state for a fee; 
 (3)  "Minor" means any person under eighteen (18) years of age; and 
 (4)  "Online parental controls" means an internet-accessible program that 
renders inaccessible certain digital content or websites that a parent or legal
guardian finds objectionable.
 
 47-18-3103. 
 An internet service provider shall: 
 (1)  Provide to consumers online parental controls that block access to a 
specific website or website category;
(2)  Include with internet access service on any device, at no additional 
cost to the consumer, online parental controls in accordance with this part; 
 (3)  Activate online parental controls by default under any internet access 
service contract entered into, amended, or renewed on or after July 1, 2021;
(4) On or before July 1, 2021, or upon entering a new internet access service
contract with a consumer in this state on or after July 1, 2021, provide each
consumer of internet service with a conspicuous notice, which may be
provided by electronic means, about the online parental controls required
under this part and how the consumer can access and manage the online
parental controls required by this part; 
   



 
 
(5) Provide consumers with a method to access online parental controls, which
must include, at a minimum, the use of a secure password or personal
identification number; and
(6) Not use any information collected from consumers pursuant to this part for
any reason other than compliance with this part.
 
47-18-3104.
(a)  Online parental controls, in accordance with this part, must include a
category specific to pornographic content and must block access to any
pornographic 
website or digital content.
(b)  An internet service provider may include with online parental controls a 
feature to restrict the amount of time a consumer in this state may access the
internet, age-specific websites or digital content categories, or any other
feature that allows a 
parent or legal guardian to control and monitor internet use by a minor.
 
47-18-3105.
(a)  On or before October 1, 2021, the attorney general and reporter shall
provide 
a written notice to each internet service provider that is not in compliance with
this part that details the reasons the internet service provider is out of
compliance with this part, and require the internet service provider to comply
with this part within ninety (90) days of the date of the notice. 
 (b)  The division of consumer affairs of the office of the attorney general and 
reporter may provide internet service providers with a list of companies that
offer 
products or services that satisfy the requirements of § 47-18-3104. 
(c)  A violation of this part constitutes a violation of the Tennessee Consumer 
Protection Act of 1977, compiled in part 1 of this chapter.  For purposes of the 
Tennessee Consumer Protection Act of 1977, any violation of this part
constitutes an unfair or deceptive act or practice affecting the conduct of trade
or commerce and is subject to the penalties and remedies provided by that
act. 
 
SECTION 2.  This act shall take effect January 1, 2021, the public welfare
requiring it.
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